*Proponemos la lectura de esta artículo, dado que problematiza de forma pormenorizada muchos de los riesgos de las actuales innovaciones en biología sintética, incluyendo la posibilidad del bioterrorismo.*
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Abstract:

El argumento de SynBioSecurity dice que la biología sintética introduce nuevos riesgos de uso indebido e intencional de patógenos sintéticos y que, por lo tanto, existe la necesidad de regulaciones y supervisión adicionales. Este documento proporciona un análisis del argumento, presenta una nueva versión del mismo e identifica tres desarrollos que aumentan los riesgos de bioseguridad en comparación con la situación anterior. Los desarrollos incluyen (1) una difusión de los conocimientos técnicos necesarios, (2) una mejor disponibilidad de las técnicas, instrumentos y partes biológicas, y (3) nuevas posibilidades técnicas como la “resurrección” de patógenos desaparecidos. Primero se muestra que el argumento general de SynBioSecurity debe ser matizado y que ya se han implementado muchas mejoras a la bioseguridad, sobre todo en los Estados Unidos. En segundo lugar, sugiero una nueva cepa del argumento: la situación de que la mayoría de las ramas de la biología sintética caen bajo la regulación de la tecnología genética en la Unión Europea y que esta regulación en su forma actual no aborda adecuadamente los riesgos de SynBioSecurity en conjunto proporciona una razón de peso para revisar y posiblemente perfeccionar la legislación, así como las prácticas de supervisión. Desde un punto de vista ético, el aumento del riesgo relativo de bioterrorismo pone de manifiesto nuevas cuestiones extrínsecas.
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